
  

 

HEALTH CARE CYBERSECURITY SYMPOSIUM 

Managing Risk Within the Health Care 
Supply Chain 

November 8, 2021 
3 p.m. – 5 p.m. ET 

Registration for this virtual event is open and complimentary. 
Click here to reserve your spot! 

AGENDA 
3:00 | Opening Remarks  

Ben Steffen  
Executive Director, Maryland Health Care Commission 

Bob Atlas  

President and Chief Executive Officer, Maryland Hospital Association 

3:15 | Protecting Your Organization Against Supply Chain Cyber-Attacks  

Supply chain attacks constitute a worst-case scenario by posing two threats:  the potential to 
disrupt or cripple supply chains and be leveraged as a channel to attack hundreds or more 
connected partners.  A national cybersecurity expert shares lessons learned from real-life public 
and private security incidents, key business and regulatory considerations, and notable 
takeaways from the COVID-19 public health emergency.  

John Riggi  

Senior Advisor for Cybersecurity and Risk, American Hospital Association  
Formerly held various roles in the FBI and CIA  

3:45 | The Increasing Cybersecurity Risks in the IT Supply Chain  

Fortifying IT networks and improving visibility over a dispersed supply chain are at the top of 
health care leaders’ security checklist.  Understanding cybersecurity risks in your internal supply 

https://docs.google.com/forms/d/e/1FAIpQLSczL19KwoWUiucYCQxxR2M2bGAzeORLx3gLWSpTd1y9kUs30g/viewform


  

chain and employing strategic action to address pervasive challenges (e.g., third and fourth party 
risk, open source) are key to implementing best practices to reduce cyber risk.   

Clay House  

Chief Information Security Officer and Vice President of IT Risk Management, CareFirst 
BlueCross BlueShield 

4:15 | Roundtable Discussion:  Best Practices for Third-Party Risk Management  

Digital supply chain ecosystems are increasingly diverse and complex from cloudification to IoT.  
Advancements in technology are reshaping health care supply chains to accommodate changes in 
procurement of equipment and technology solutions to the way care is delivered.  Local health 
care leaders discuss countermeasures to mitigate supply chain cyber risk and reinforce trust.   

Rick Moore, Moderator 

 Founder and CEO, MTC Group, LLC 
 Formerly held various roles in U.S. Air Force 

Lee Barrett 

Executive Director and Chief Executive Officer, EHNAC 

Brandon Neiswender 

Vice President and Chief Operating Officer, Chesapeake Regional Information System for 
our Patients  

Tressa Springmann 

 Senior Vice President and Chief Information and Digital Officer, LifeBridge Health 

Mike Zbarsky 

Senior Chief Information Security Officer Advisor, Hartman Executive Advisors 
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